STEP 1

THINK IN HUMAN TERMS: Assessing the privacy impact at the design stage will help you factor in digital ethics as part of your build process. Think of yourself in the shoes of your customer.

STEP 2

CHANGING CULTURE: You need to build privacy into the DNA of your organisation. All products/services must be designed with privacy by design and default, and data minimisation in mind.

STEP 3

ACCOUNTABILITY: Keeping personal information safe is important but accountability under GDPR goes further than simply demonstrating good security and IT policies and procedures.

STEP 4

CHILDREN: If your product/service is internet-based and is aimed at children, be aware that you will need parental consent for children under 13 in Jersey and under 16 in Europe.

STEP 5

CLOUD SERVICES: If you are offering a cloud-based service, know where the data is stored by the cloud provider. It will simplify things for your customers if you choose to keep the service in Europe.

STEP 6

SUBCONTRACTING SERVICES: Choose your subcontractor with care. Do your due diligence and ensure robust contracts are in place.